So, what is LDAP…

To understand LDAP, we must first understand DAP.  Sadly, to understand DAP, we need to understand X.500.  X.500 is series of computer networking standards covering electronic directory 

 HYPERLINK "http://en.wikipedia.org/wiki/Directory_service" \o "Directory service" \t "_parent" services. X.500 series was developed by ITU-T, formerly known as CCITT. The directory services were developed in order to support the requirements of X.400 electronic mail exchange and name lookup. 

In the late 1980s and early 1990s - X.500 directory specification and Directory Access Protocol became an industry standard.  It is a single Directory 

 HYPERLINK "http://en.wikipedia.org/wiki/Directory_Information_Tree" \o "Directory Information Tree" \t "_parent" Information Tree (DIT), a hierarchical organization of entries which is distributed across one or more servers. An entry consists of a set of attributes, each attribute with one or more values. Each entry has a unique Distinguished name, formed by combining its Relative 

 HYPERLINK "http://en.wikipedia.org/w/index.php?title=Relative_distinguished_name&action=edit&redlink=1" \o "Relative distinguished name (page does not exist)" \t "_parent" distinguished name (RDN), one or more attributes of the entry itself, and the RDNs of each of the superior entries up to the root of the DIT. 

A directory information tree, as shown in the diagram below, contains predefined attribute like Organizations (“O”), Organizational Units (“Ou”), Common Name (“Cn”), Userid (“Uid”), etc.  
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These predefined attributes provide a distinguished name “DN.”  A DN is comprised of a series of RDNs (Relative Distinguished Names).   The diagram below illustrates the relationship of Relative distinguished Names and Distinguished Names.  
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The predefined object classes and attributes also provide a standard set of fields that can be used to retrieve and update data in the directory.  So, why don’t companies’ uses DAP?  
DAP was not embraced by the IT community because it is difficult protocol to use.  It is considered “heavyweight” due to the implementation requiring the seven layer OSI model.  In 1993, the Lightweight Directory Access Protocol specification was first published as RFC 1487. LDAP uses the TCP/IP stack so it is easier to use.  
LDAP is being adopted as the defacto standard for directory access by many organizations and applications. Microsoft’s Active Directory, Lotus’ Domino Server, Sun/Netscape, Novell, Computer Associates, IBM and many others offer.

It is an extremely important component of protocol suite similar to how developers use FTP, TCP/IP, etc.  Developers spend more time coding application instead of developing databases of application specific information for authentication and/or authorization.  
We decided to use LDAP because it is the industry defacto standard and provides; 1) Access control lists to restrict access to different portions of the directory or to specific directory entries 2) Authentication and Authorization because it supports role based security.   

The next step was to set up the directory on the iSeries.  So, how do you set up the iSeries Directory Service…?
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